Data protection information

Information on data processing for this website in accordance with Art. 13 EU General Data
Protection Regulation (GDPR) when collecting personal data from the data subject

(Version: GDPR 2.1 from 16.04.2024)

TiUr an Tur - Integrationsprojekte gGmbH is responsible for this website and, as a provider of a

teleservice, must inform you at the beginning of your visit about the type, scope and purpose of the
collection and use of personal data in a precise, transparent, comprehensible and easily accessible
form in clear and simple language. This content must be available to you at all times.

We attach great importance to the security of your data and compliance with data protection
regulations. The processing of personal data is subject to the provisions of the European and
national laws currently in force.

With the following data protection information, we would like to show you how we handle your
personal data and how you can get in touch with us:

TUr an Tur - Integrationsprojekte gGmbH

WertachstralRe 29

86153 Augsburg

Augsburg, Germany

Commercial register no.: 20966

Managing directors: Tilay Ates-Brunner and Stephan Schiele
Phone: +49 821 90799-700

E-mail: info@tuerantuer.de

Our data protection officer

Sven Lenz

German data protection law firm - Datenschutzkanzlei Lenz GmbH & Co. KG
BahnhofstraBe 50

87435 Kempten

Kempten, Germany

If you have any questions about data protection or other data protection concerns, please send
an e-mail to the following e-mail address: datenschutz@tuerantuer.de



https://tuerantuer.de/integrationsprojekte/
mailto:datenschutz@tuerantuer.de

A. General information

The meaning of the terms used, such as "personal data" or their "processing", can be found in Art.
4 GDPR.

The personal data processed on this website includes:

e Inventory data (e.g. names and addresses of customers),
e Contract data (e.g. services used),
e usage data (e.g. pages visited on our website) and

e content data (e.g. entries in online forms).

B. Specific

Data protection information
We guarantee that we only process your data in connection with the processing of your inquiries
and for internal purposes as well as to provide the services you have requested or to provide

content.

Principles of data processing
We process your personal data only in compliance with the relevant data protection regulations and
based on the following legal bases:

e Processing for the fulfillment of our services and implementation of contractual measures
Art. 6 para. 1 lit. b) GDPR
e Processing for the fulfillment of our legal obligations
Art. 6 para. 1 lit. c) GDPR
e Consent
Art. 6 para. 1 lit. a) and Art. 7 GDPR
e Processing for the protection of our legitimate interests
Art. 6 para. 1 lit. f) GDPR

Data transfer to third parties
No data is transferred to third parties.



Data transfer to a third country or an international organization

Third countries are countries in which the GDPR is not directly applicable law. This basically includes
all countries outside the EU or the European Economic Area. No data is transferred to a third country
or an international organization without a legal basis.

Storage duration of your personal data

We adhere to the principles of data minimization and data avoidance. This means that we only store
your data for as long as necessary to fulfill the purposes or for as long as the various storage periods
stipulated by law require. If the respective purpose no longer applies or after the corresponding
periods have expired, your data will be routinely blocked or deleted in accordance with the statutory
provisions.

Making contact

Personal data is processed when you contact us electronically (e.g. by e-mail). The information you
provide will be stored exclusively for the purpose of processing your request and for possible follow-
up questions.

We would like to inform you of the legal basis for this:
Processing for the fulfillment of our services and implementation of contractual measures
Art. 6 para. 1 lit. b) GDPR

We would like to point out that e-mails can be read or changed without authorization and unnoticed
during transmission. We would also like to draw your attention to the fact that we use software to
filter unwanted emails (spam filter). The spam filter can reject e-mails if they are falsely identified
as spam due to certain characteristics.

What rights do you have?

a. Right to information

You have the right to obtain information about your stored data free of charge. On request, we
will inform you in writing which of your personal data we have stored. This also includes the
origin and recipients of your data as well as the purpose of the data processing.

b. Right to rectification
You have the right to have your data stored by us corrected if it is incorrect. You can also request

that processing be restricted, e.g. if the accuracy of your personal data is disputed.

c. Right to blocking

You can also have your data blocked. To ensure that your data can be blocked at any time, this
data must be kept in a lock file for control purposes.



d. Right to erasure

You can request the erasure of your personal data, provided that there are no statutory retention
obligations. If such an obligation exists, we will block your data on request. If the relevant legal
requirements are met, we will delete your personal data even without your request.

e. Right to data portability

You are entitled to request that we provide you with the personal data transmitted to us in a
format that allows it to be transmitted to another location.

f. Right to lodge a complaint with a supervisory authority

You have the option of lodging a complaint with one of the data protection supervisory
authorities.

The data protection authority responsible for us:

Bavarian State Office for Data Protection Supervision (BayLDA)
Promenade 27, 91522 Ansbach, Germany

Telephone: +49 981 53-1300 | Fax: +49 981 53-981300

Note: A complaint can also be lodged with any data protection supervisory authority within the EU.

g. Right to object
You have the right to object at any time, on grounds relating to your situation, to the processing

of your data in accordance with Art. 6 (1) (e) and (f); this also applies to profiling based on these
provisions.

We will then no longer process your personal data unless we can demonstrate compelling
legitimate grounds for the processing which override your interests, rights and freedoms, or the
processing serves the establishment, exercise or defense of legal claims.

Where personal data are processed for direct marketing purposes, you have the right to object
at any time to processing of personal data concerning you for such marketing, which includes
profiling to the extent that it is related to such direct marketing. In the event of such an objection,
we will no longer process your personal data for the purposes of direct advertising. All you need
to do is send us an email to this effect.

h. Right of revocation

You have the option to revoke your consent to the processing of your data at any time with effect
for the future without giving reasons. You will not suffer any disadvantages because of the
revocation. All you need to do is send us an e-mail to this effect.

However, such a revocation does not affect the legality of the processing carried out up to the
time of revocation on the legal basis of Art. 6 para. 1 letter a) GDPR

To assert your rights as a data subject, please send us an email to one of the above email
addresses.



Protection of your personal data

We take contractual, technical and organizational security measures according to the state of the
art to ensure that the data protection laws are complied with and thus to protect the processed
data against accidental or intentional manipulation, loss, destruction or access by unauthorized
persons.

The security measures include the encrypted transmission of data between your browser and our
server. For this purpose, 256-bit SSL (AES 256) encryption technology is used.

Your personal data is protected within the scope of the following points (excerpt):

e Safeguarding the confidentiality of your personal data
In order to protect the confidentiality of your data stored by us, we have taken various
measures to control access and access control.

e Safeguarding the integrity of your personal data
In order to protect the integrity of your data stored by us, we have taken various measures
to control the transfer and input of data.

e Safeguarding the availability of your personal data
In order to ensure the availability of your data stored by us, we have taken various measures
to control orders and availability.

The security measures in use are continuously improved in line with technological developments.
Despite these precautions, we cannot guarantee the security of your data transmission to our
website due to the insecure nature of the Internet. Therefore, any data transmission by you is at
your own risk.

Protection of minors

Personal information may only be provided to us by persons under the age of 16 with the express
consent of their legal guardians. This data will be processed in accordance with this data protection
notice.

Server log files

The provider of the pages automatically collects and stores information in so-called server log files,
which your browser automatically transmits to us.

These are:

e Browser type and browser version

e Operating system used

e Referrer URL

e Host name of the accessing computer
e Time of the server request

e [P address



This data is not merged with other data sources.
The basis for data processing is our legitimate interest in accordance with Art. 6 para. 1 lit. f) GDPR.

Cookies

Cookies are small text files that are stored locally in the cache of your Internet browser. The cookies
make it possible, for example, to recognize the Internet browser. The files are used to help the
browser navigate through the website and to make full use of all functions.

We only use technically necessary cookies.

Web host

Hetzner Online GmbH
Industriestr. 25

91710 Gunzenhausen
Gunzenhausen, Germany

Social networks

In addition to this online offer, we also maintain presences in various social media, which you can
reach via corresponding buttons on our website. When you visit such a presence, personal data may
be transmitted to the provider of the social network. It is possible that, in addition to storing the
specific data you enter in this social medium, further information may also be processed by the
provider of the social network.

Further information can be found in our social media privacy policy:
Facebook

Instagram
LinkedIn

Changes to our privacy policy

We reserve the right to amend our privacy policy at short notice to ensure that it always complies
with current legal requirements or to implement changes to our services. This may concern, for
example, the introduction of new services. The new privacy policy will then apply to your next visit.

The Network 1Q — Integration through Qualification is funded by the Federal Ministry of Labour and Social Affairs and the European Union through the
European Social Fund Plus (ESF Plus) and administered by the Federal Office for Migration and Refugees. Strategic partners in implementing the programme
are the Federal Ministry of Education and Research and the Federal Employment Agency.
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https://tuerantuer.de/wp-content/uploads/2024/06/DSH_Facebook_Gem_Verantwortung_V.1.0.pdf
https://tuerantuer.de/wp-content/uploads/2024/06/DSH_Instagram_Gem_Verantwortung_V.1.0.pdf
https://tuerantuer.de/wp-content/uploads/2024/06/DSH-LinkedIn_V.1.0.pdf
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